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Release Notes for Release2.1.0

1 Shipped Product and Version

OX2OX Migration Framework Target 2.1.0

Find more information about product versions and releases at http://oxpedia.org/wiki/index.
php?title=AppSuite:Versioning_and_Numbering and http://documentation.open-xchange.com/.

2 Bugs fixed with this Release

This section provides a summary of bug fixes and changes that have been applied subsequently
to shipping Release 2.1.0. Some of the announced bug fixes may have already been fixed at the
existing code-base via Patch Releases.

OMF-630 Create user in the same context provisioning events can conflict
Status: Fixed
Root Cause Description:

Missing Local Lock for user Creation Missing removal of del_user table entry

Solution Description:

Add local lock for user creation Add removal of del_user table in case something fails.

Severity: 3
Components: Target
Affected Packages: open-xchange-omf-target

OMF-634 Dual-provisioning is not able to find UserMapping for delete/update
Status: Fixed
Root Cause Description:

Missing column source_mail_host in select statement

Solution Description:

Request all columns for UserMapping

Severity: 3
Components: Target
Affected Packages: open-xchange-omf-target

OMF-635 Dual provisioningalways sets oxDeliveryStatus toORIGINALanddoesnot set oxLe-
gacyRef
Status: Fixed
Root Cause Description:

Dual provisioning create user does not set oxDeliveryStatus dynamically and does not set oxLe-
gacyRef.

Solution Description:

Set oxDeliveryStatus based on the OxDeliveryStatusSupplier, and set oxLegacyRef based on
the OxLegacyRefStrategy.

Severity: 3
Components: Target
Affected Packages: open-xchange-omf-target
open-xchange-omf-worker
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3 Changes relevant for Operators

3.1 Changes of Configuration Files

Change #1 /opt/open-xchange/etc/omf-target.properties

+com.openexchange.omf.target.dualprovision.user.deliveryStatus=ORIGINAL

Package: open-xchange-omf-target

3.2 Changes of Behavior

Change #OMF-633 OMF tries to set file quota when user has no file storage set
Status: Done
Resolution: Fixed
Components: Target

Change #OMF-636 Create a feature to clean up users with incorrect oxDeliveryStatus and
oxLegacyRef
Status: Done
Resolution: Done
Components: Orchestrator, Scheduler
Affected Packages: open-xchange-omf-target
open-xchange-omf-worker

Change #OMF-639 Add filestore remove on user delete
Status: Done
Resolution: Fixed
Components: Target
Affected Packages: open-xchange-omf-target
open-xchange-omf-worker

Change #OMF-640 Do not update user filestore quota if it did not change
Status: Done
Resolution: Fixed
Affected Packages: open-xchange-omf-worker

Change #OMF-641 dual prov should rely upon user list when checking list of all users
Status: Done
Resolution: Fixed
Affected Packages: open-xchange-omf-worker

4 Tests

Not all defects that got resolved could be reproduced within the lab. Therefore, we advise guided
and close monitoring of the reported defect when deploying to a staging or production environ-
ment. Defects which have not been fully verified, are marked as such.
To avoid side effects, the shipped packages have gone through automated regression test on both,
a Continuous Integration System and a dedicated server set-up for system and integration testing.
All changes have been checked for potential side-effects and effect on behavior. Unless explicitly
stated within this document, we do not expect any side-effects.
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5 Fixed Bugs

OMF-630, OMF-634, OMF-635,
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